
ACT NOW!ACT NOW!ACT NOW!ACT NOW!

What does GDPR stand for?
GDPR stands for General Data Protection Regulation, which will create stronger

data protection laws within Europe, making the region the safest in
terms of data protection worldwide.

The GDPR considers any data that can be used to identify an individual as
personal data. It includes for the first time information such as:
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Who needs to comply?
Everyone! The regulation requires all public and 

private sector organisations, in fact anyone that holds 
personal data across the 28 EU member countries

to comply with the regulation.

Even after Brexit, UK organisations will still need to 
comply if they hold any personal data of EU citizens.

The date of compliance is
When will it be implemented?

The fine of data breach can cost up to €20 Million or
4% of your company’s global turnover, whichever is greater
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Consumers will have more
protection by GDPR and will be able

to remain anonymous

Consumers will make it more
difficult for businesses to track their

behaviours and trends if
they do not wish to share data

Individuals can exercise a ‘right to be 
forgotten’, a ‘right of data portability’, 
enhanced rights of access to their data 
and enhanced rights to demand the

end of use of their data

They will also be able to SUE entities
for compensation if they are

distressed by acts of non-compliance

How will it affect the consumer?

7 ways to become GDPR compliant

Identify the range of
products which store data

Ensure that all your data holding 
devices (PCs, Servers, USB 

flash,hard drives, SSDs and Mobile 
phones) are covered under your 

data security policy -
they are encrypted
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Resource and planning
If you employ more than 

people, you need a Data 
Protection Officer

1 Information Mapping

Build a complete picture 
of the personal data

you hold
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If you hold personal data 
that you no longer need,

cull it now

Data Minimisation
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to conduct privacy 
impact assessments

Data Controllers
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Contracts
Contracts you enter into now
may last beyond May 2018.
Futureproof them as far as 

possible.
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Data breach
must be

reported within
72 hours
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Not applicable on 
encrypted devices

Solution
Implement “appropriate technical and organisational
measures to ensure a level of security appropriate to
the risk, including…encryption of personal data”

(Article 32, Security of processing)

Reduce the risks of data breach and assure your
organisation is meeting the encryption needs 
to be GDPR compliant by using iStorage’s PIN 
authenticated Hardware Encrypted drives. Our 
solution employs AES 256-bit full disk encryption. 
They are all very easy to use, 
OS & PlOS & Platform independent and software free. www.istorage-uk.com
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